
Disclaimer

A final prospectus containing important information relating to the securities described in this document has been filed

with the security's regulatory authorities in British Columbia, Alberta and Ontario. A copy of the final prospectus, and

any amendment, is required to be delivered with this document. This document does not provide full disclosure of all

material facts relating to the securities offered. Investors should read the final prospectus, and any amendment, for

disclosure of those facts, especially risk factors relating to the securities offered, before making an investment

decision.

This presentation provides a very brief summary of GlobeX Data Ltd. (the “Company”) derived from the disclosure

contained in the Company’s final prospectus dated May 8, 2019 (the “Prospectus”) that this information was

derived from that contains “forward-looking statements”. Forward-looking statements can be identified by words

such as: “anticipate,” “intend,” “plan,” “goal,” “seek,” “believe,” “project,” “estimate,” “expect,” “strategy,”

“future,” “likely,” “may,” “should,” “will” and similar references to future periods. Examples of forward-looking

statements include, among others, statements regarding:

• Anticipated levels of expenditures for the next twelve months;

• Expectations of ongoing relationships with reseller and partners;

• Timing of completion of software integrations and updates;

• Management ’s belief that we have sufficient liquidity to fund the Company’s business operations during the

next twelve months; and

• Strategy for customer retention, growth, product development, market position, financial results and reserves.

Forward-looking statements are neither historical facts nor assurances of future performance. Instead, they are

based only on management’s current beliefs, expectations and assumptions regarding:

• the future of the Company’s business;

• the success of marketing and sales efforts of the Company;

• the projections prepared in house and projections delivered by channel partners;

• the Company’s ability to complete the necessary software updates;

• increases in sales as a result of investments software development technology;

• consumer interest in the Products;

• future sales plans and strategies;

• reliance on large channel partners and expectations of renewals to ongoing agreements with these partners;

• anticipated events and trends; and

• the economy and other future conditions;

Because forward-looking statements relate to the future, they are subject to inherent uncertainties, risks and changes

in circumstances that are difficult to predict and many of which are outside of our control. The Company’s actual

results and financial condition may differ materially from those indicated in the forward-looking statements.

Therefore, you should not rely on any of these forward-looking statements.

Important risk factors that could cause the Company’s actual results and financial condition to differ materially from

those indicated in the forward-looking statements include, among others, the following: speculative nature of

investment risk; history of operating loss; going-concern risk; the Company’s reliance on resellers and other

distribution channels to sell its products; dependency on large channel partners; dependency on key personnel;

dependency on third parties; software bugs; competition; security threats; research and development;

commitments; obsolescence; growth; dilution; unissued share capital; liquidity and future financing risk; market risk

for securities; and increased costs of being a publicly traded company. Actual results may vary from such forward-

looking information for a variety of reasons, including but not limited to, risks and uncertainties disclosed in this

prospectus. See “Risk Factors” on page 41 of the Prospectus.

These forward-looking statements are made as of the date of the Prospectus and are based on the reasonable

beliefs, expectations and opinions of management on the date of this prospectus (or as of the date they are

otherwise stated to be made). Although the Company has attempted to identify important factors that could cause

actual results to differ materially from those contained in forward-looking statements, there may be other factors

that cause results not to be as anticipated, estimated or intended. New factors emerge from time to time, and it is

not possible for management to predict all of such factors and to assess in advance the impact of each such factor

on the Company’s business or the extent to which any factor, or combination of factors, may cause actual results to

differ materially from those contained in any forward-looking statement. There is no assurance that such

statements will prove to be accurate, as actual results and future events could differ materially from those

anticipated in such statements. We do not undertake to update or revise any forward-looking statements, except

as, and to the extent required by, applicable securities laws in Canada.

Readers are cautioned against placing undue reliance on forward-looking statements.
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What We Do

SekurMessenger®

SekurMail®

SekurSuite®

Sekur®
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Why Switzerland

EXCELLENT 

INTERNATIONAL 

RELATIONS

LOW ENVIRONMENTAL RISK 

AND INDEPENDENT ENERGY

LONG DURATION 

OF POLITICAL 

STABILITY

INDEPENDENT OF BIG 

PLAYERS (USA and EU)

No Cybersecurity Act of 2015 

No CLOUD Act of 2019

LOW NETWORK 

LATENCY

MAXIMUM DATA 

PRIVACY

NEUTRALITY
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$20B

94%

“Global RiskReport 2020” by the
World Economic Forum.

Global Cyber-threats Statistics
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How sensitive online banking data is in the 

21st century

80% 56%

$1.8B

300

75%
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https://www.ibm.com/security/data-breach
https://www.carbonblack.com/resources/threat-research/modern-bank-heists-the-bank-robbery-shifts-to-cyberspace/
https://abnormalsecurity.com/blog/invoice-payment-fraud-bec-attacks-are-on-the-rise/
https://www.statista.com/statistics/273550/
https://nairametrics.com/2020/10/03/nigeria-south-africa-and-kenya-record-millions-of-cyber-attacks-in-2020/


Security threats for financial information
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https://www.fbi.gov/news/stories/2019-internet-crime-report-released-021120
https://www.ncjrs.gov/ovc_archives/ncvrw/2005/pg5i.html#:~:text=Results%20of%20the%20FTC%20survey,victim's%20personal%20information%20is%20%244%2C800.
https://www.ncjrs.gov/ovc_archives/ncvrw/2005/pg5i.html#:~:text=Results%20of%20the%20FTC%20survey,victim's%20personal%20information%20is%20%244%2C800


Information Security
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Because Privacy Matters
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Communications common channels

Email

Messaging

File transfer

CLIENT

FACING
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X-XXX
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   a    b   o   a 
  o       o     o    

   a    b   o   a 
  o       o     o    

Sign Up to the App Anonymously

End to End Encryption by Default

Self-Destructing Chats in All Devices

Encrypted Chats with Non-App Users

   a    b      a    o 
  o       o     o    

   a    b      a    o 
  o       o     o    

Private Contacts No Phone Number

   a    b      a    o 
  o       o     o    

   a    b   o   a 
  o       o     o    

Service Runs its Own Servers

   

 







 

   

 



   

SekurMessenger Signal Telegram WhatsApp Threema Wire Skype




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No Third-Party Access

´ .
   a    b      a    o 
  o       o     o    

    

SekurMessenger Signal Telegram WhatsApp Threema Wire Skype

   a    b   o   a 
  o       o     o    

No User Data Collection

   a    b   o   a 
  o       o     o    

No Open Source

No Access Data by the CLOUD Act.

Not Subject to the PATRIOT Act.

Swiss FADP Jurisdiction

Proprietary technology 

   a    b           a 
  o       o     o    

    

    

   

  

    



 
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   a    b   o   a 
  o       o     o    

 

 









Email Protection by Personalized Keys

Sekur Reply

Automatic Server Key Exchange



  

SekurSend - Encrypted Emails to Anyone



  

End to End Encryption for Everything





 

Send Unlimited Messages



 


Advanced Filtering

.


Unlimited Secure File Transfer

.

    

   
Monitor Module

SekurMail Gmail ProtonMail Outlook Zoho Mail Tutanota
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   a    b      a    o 
  o       o     o    





 



  

  





Service Runs its Own Servers

Secure Calendar

NO Open Source 

Data Not Accessible by the CLOUD Act.

Not Subject to the PATRIOT Act.

Swiss FADP Jurisdiction



Secure Task List

   

 

   a    b   o   a 
  o       o     o    

 

 

Email Migration Tool

Automatic Data Export (ADE)

Private Domain Hosting











 

SekurMail Gmail ProtonMail Outlook Zoho Mail Tutanota



Industries
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Distribution Model
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Global Partnerships
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Our Unique Proposition
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Share Structure as of Nov 2021

SWISF
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https://thecse.com/en/listings/technology/globex-data-ltd
https://www.otcmarkets.com/stock/SWISF/security


Directors and Executives Officers
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SWISF
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GDT
text

https://ca.linkedin.com/company/globex-data-ltd
https://twitter.com/globexdata
https://www.instagram.com/globexdata

