
Disclaimer

A fi nal pr ospec tus contai ni ng im por tant i nform ati on r el ati ng to the securiti es descri bed i n this docum ent has been filed

with the security's regul atory authori ties in Bri tish Colum bi a, Alberta and Ontari o. A copy of the fi nal prospectus , and

any am endm ent, is requir ed to be del iver ed with this docum ent. This docum ent does not pr ovi de full discl osur e of all

material fac ts r el ati ng to the securiti es offered. Inves tors shoul d r ead the final pr ospec tus , and any amendm ent, for

discl osur e of those fac ts, especi ally risk fac tors r elati ng to the securit ies offer ed, befor e m aki ng an i nvestm ent

decision.

This pr esentati on pr ov ides a very bri ef summary of Gl obeX D ata Ltd. (the “C om pany”) derived fr om the discl osure

contained i n the C om pany’s fi nal pr ospectus dated May 8, 2019 (the “ Pr ospec tus”) that this i nform ati on w as

deri ved fr om that contai ns “for w ar d-l ook i ng s tatem ents” . Forw ar d-l ooki ng statements can be i denti fi ed by w or ds

such as: “ ant ici pate,” “i ntend,” “ pl an,” “ goal ,” “ seek ,” “ beli eve,” “ pr oj ec t,” “ est im ate,” “ expect,” “str ategy,”

“futur e,” “li kely,” “m ay ,” “ shoul d,” “wi ll” and simil ar refer ences to futur e peri ods . Exampl es of forw ar d-l ook ing

statements include, among others, statements regarding:

• Anti c i pated levels of expenditur es for the next twelve months;

• Expectat i ons of ongoing relationshi ps with reseller and partners;

• Timing of completion of software integrations and updates ;

• M anagem ent’ s belief that w e have suff ici ent li qui dity to fund the C om pany’s busi ness oper ati ons duri ng the

next twelve months; and

• Strategy for customer retention, growth, product developm ent, market position, financial results and reserves.

Forw ar d-l ooki ng s tatem ents are neither his tori cal facts nor assur ances of futur e per formance. Ins tead, they are
based only on management’s current beliefs, expectati ons and assumptions regarding:

• the future of the Company’s business;

• the success of marketing and sales efforts of the Company;

• the projections prepared in house and projections delivered by channel partners;

• the Company’s ability to complete the necessary software updates;

• increases in sales as a result of investments software development technology ;

• consumer interest in the Products;

• future sales plans and strategies;

• reliance on large channel partners and expectati ons of renewals to ongoing agreements with these partners;
• anticipated events and trends; and

• the economy and other future conditions;

Because for w ar d-l ooki ng s tatem ents rel ate to the futur e, they are subj ec t to i nher ent uncertai nt ies, risks and changes

in circumstances that are dif ficult to pr edi ct and m any of whi ch are outs ide of our control. The C ompany’s actual

resul ts and fi nanci al condi ti on may di ffer materiall y fr om those i ndicated i n the forw ar d- looki ng s tatem ents.
Therefore, you should not rely on any of these forward-looki ng statements.

Impor tant risk factors that coul d cause the C om pany’s ac tual results and fi nanci al conditi on to dif fer m ateri ally fr om

those indi cated in the forw ar d-l ook ing s tatem ents i ncl ude, am ong others, the foll owi ng: specul at ive nature of

inves tm ent risk; his tor y of oper ati ng loss; goi ng-concern risk; the C om pany’s r eli ance on resell ers and other

dis tri buti on channels to sell its produc ts ; dependency on lar ge channel par tner s; dependency on key personnel;

dependency on thir d parti es; softw ar e bugs; com pet iti on; securi ty threats; r esearch and developm ent;

commi tm ents ; obsol escence; growth; dil uti on; unissued shar e capital; li quidi ty and futur e fi nanci ng risk; mar ket risk

for securit ies ; and i ncr eased cos ts of bei ng a publicl y tr aded com pany. Actual resul ts m ay vary fr om such forw ar d-

look i ng i nform ati on for a vari ety of reasons, i ncl udi ng but not limited to, risks and uncertai nti es disclosed in this

prospectus. See “Risk Factors” on page 41 of the Prospectus .

These forw ar d- looki ng statements ar e m ade as of the date of the Pr ospec tus and are based on the reasonabl e

beliefs, expectati ons and opi ni ons of m anagement on the date of this prospectus (or as of the date they ar e

otherwise stated to be made). Although the Com pany has attempted to i dentify im portant factors that coul d cause

ac tual results to dif fer m ateri ally fr om those contained i n forw ar d-l ooki ng s tatem ents , there may be other factor s

that cause r esults not to be as anti ci pated, es tim ated or intended. New fac tors emer ge fr om time to tim e, and i t is

not possibl e for m anagem ent to pr edi ct all of such fac tors and to assess in advance the im pact of each such fac tor

on the Com pany’ s busi ness or the extent to whi ch any factor , or com bi nati on of factors , m ay cause ac tual r esul ts to

dif fer materi ally fr om those contai ned i n any forw ar d- l ooki ng statem ent. There is no assur ance that such

statem ents will prove to be accur ate, as actual resul ts and futur e events could di ffer materi all y fr om those

anti ci pated in such statements . We do not under take to update or r evise any forw ar d-l ooki ng statem ents , except

as, and to the extent required by, applicable securities laws in Canada.

Readers are cautioned against placing undue reliance on forward-looki ng statements .
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PRIVACY HAS ARRIVED. 

SWISS HOSTED PRIVATE AND 

SECURE COMMUNICATIONS 

PLATFORM



What
W E  D O

SekurMessenger®

Send encrypted chats to Sekur 
and non Sekur users with self-
destruct messages.

SekurMail®
Send encrypted and private 
emails, to any ISP with 

added security features.

SekurPro®

Private video conferencing, 
encrypted calls, email and 

messaging for 
enterprise. (Launching Q2 2023)

Sekur®

Email and messaging combo
plan for consumers.

SekurVoice®

Communicate privately in a 
secure environment.

(Launching Q2 2023)

SekurVPN®

Swiss based secure VPN 
connection.

(Launching Q1 2023)

SekurSuite®

Private and secure document 
management, file share, 

password manager, email into 
one platform.

SekurIdentity®

Keep your personal information  
safe from theft.

(launching 2024)

We protect data and 

communications for 

consumers, 

businesses, and 

governments.



Privacy & Security
C O MB IN E D

No Patriot Act.

No CLOUD Act.

No AWS

No Google Cloud

No Azure

No Data Mining 

No Third-Party Access

Privacy communications solutions end to end 

encrypted by design, no social exposure, location 

mining and no big tech data mining intrusion. We 

protect your privacy with no metadata or cache in 

your devices.

Your conversations are locked in our VirtualVault® and 

Helix® technology combined with Swiss Data Privacy 

Laws. We do not share your information to anyone.



Privacy
L A ND S C A PE

More than one-third of cyberattacks 

during the first six months of 2022 
were BEC (business email 

compromise) attacks.

1/3

80% 
From the data collected from the apps 
has nothing to do with its functionality.

Use unsecured Social 

Messaging for their business 
communication.

83%

Sale
Data sale to third parties followed 
by influence voting manipulation 

are the most unacceptable uses of 
personal data collection.

100 B 
Connections producing 
data expected in 2025. 

1,557
Is the amount of demographic 
data gathered on average for 

each person.
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ASIA

Using professional 
networking social 

media sites to target 
people

97 million 
breached records 
in Europe in 2022

alone.

Latin American 
governments  

purchasing  technology 
for biometric 
recognition.

Big Tech 
surveillance  
pushed by 

governments

Of all cyberattacks start with a 

Phishing email

Of malicious email attachments 

are Office files

91%

48%

“Games apps” are selling the 

most personal information

94%



Trends in shift away from mega cloud providers and Big 

Tech, into more privacy and security focused solutions

provider.

Because Privacy

Large data hacks, mass virus 

infections, mass technical 
glitches (44 million MS Office 365 

with same username 

and password), open-source
coding lack of security.

Privacy and Security by design.

M ATTE R S



E N C R Y P TIO N

.

.

HeliX®
HeliX®

Server encrypted 

no exposure on 
devices.

Data is transferred 

from device in an 
encrypted tunnel. 

In or outcoming data 

happen in our Swiss secure 
servers only.

No Data mining ✓

Private by design. No 

Third-party services 
involve

Data is transferred from device to 

secure servers in an encrypted 

tunnel. 

Our proprietary technology HeliX®

wraps data transfer in 2048-bit 

encryption with multiple layers 

intertwined in HeliX® form on top of 

it, which creates multiple layers of 

encryption many times stronger 

than others..

With our own servers in Switzerland 

Sekur is 100% cloud-based  privacy 

granted.

Helix® 



Healthcare / 

Biotech

Oil & Gas / 

Mining

Service Industry
Logistics / 

Transport
Government

Military / SecurityFinancial Telecom

Business
VE R TI C A L S



2023
And Beyond

SekurVPN

Swiss hosted 
encrypted VPN 
launched

Sekur

Business users' 
management tools 
deployed

Sekur and 

SekurPrivateData
new website 
rehaul launch

SekurPro

Enterprise 
solutions fully 
deployed

SekurVoice

encrypted Voice 
calls launched

Sekur
Launch

South Asia sales 
with Dialog Axiata 
telecom

SekurPro

IngramMicro B2B 
platform fully 
deployed

New channel 
additions
B2B

Increase exposure in 

Australia through 
SEO and digital 
advertising 

campaign

Launch B2C Ad 
Campaigns in full 
force Australia 

and UK

Additional Telecom o
perators on board 
in Latam and MEA

Q1 Q4Q2 Q3

SekurIdentity

Identity theft protection 
solution

International expansions
Switzerland, Germany for 

B2C

B2B expansion in Latin 

America and South Asia

2024



Sekur
U N IQ U E  

P R O P O S IT IO N

Not Subject to U.S. Patriot act 

and U.S. Cybersecurity Act of

2015 or CLOUD Act of 2019

Industry's highest 2048-bit 

encryption standards 

and AES256 minimum 

encryption with biometric 

login credentials, triple-layer

encryption.

Rich in features, unlimited 

scalability in more than 10  

languages that serve consumers, 

SMEs and Governments.100% owned infrastructure No 

Amazon Web Services (AWS), 

Google infrastructure or  

Microsoft Azure cloud (unlike 

most competitors).

Unique environment for secure 

data and communication 

management with real privacy.

Compliance with the Swiss 

Federal Data Protection Law 

(FADP) and the Swiss 

Federal Data Protection

Ordinance.



www.sekurprivatedata.com

www.sekur.com

www.sekursuite.com

corporate@sekurprivatedata.com

company/sekurprivatedata-ltd

@sekurprivate

SWISF GDT0

SKUR

https://ca.linkedin.com/company/globex-data-ltd
https://twitter.com/globexdata

